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1
Decision/action requested

It is proposed to endorse the proposals.
2
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3
Rationale

Security handling in registration with AMF re-allocation is to be specified in the TS 33.501. This contribution discusses considerations for designing such mechanism.

4
Detailed proposal

Two security handling of different AMF change procedures are specified in clause 6.9 in TS 33.501. That is, 6.9.2 key handling in handover and 6.9.3 key handling in mobility registration update. Now SA3 is to specify the security handling of the registration with AMF re-allocation, the 3rd AMF change procedure. They share common design principles as the common characteristic of “AMF change”. Thus some considerations of handover and mobility also need to be addressed for registration with AMF, e.g.

“…, NAS aspects that need to be considered are the possible KAMF change, the possible NAS algorithm change at AMF change, …”
While every security handling has its specific operations, mainly
For handover, UE has NAS signalling connection with the core network;

For Mobility registration, UE has no NAS signalling connection with the cor network;

For registration with AMF re-allocation, UE has NAS signalling connection with the core network and may have activated security.

Proposal: It is proposed to refer the key handling in both handover and mobility registration procedures to specify the security handling of registration with AMF re-allocation. Existing mechanisms shall be re-used as much as possible. The detailed changes are given in the CR S3-194066.
